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Database Element Manager
This system configures and manages different types of large, enterprise-application level databases (Oracle, MS SQL, Sybase, Informix, etc.; may have separate manager per vendor).  Specifically provides threshold/parameters-based monitoring/alarms, user/group access control mechanisms, data access controls/strategy, database mirroring (Continuity of Operations +), event/scheduled reporting, and database configuration management (schema management, normalization, and de-confliction.  Provides Capacity, Availability, and Performance Data to Capacity, Availability, and Performance Manager in accordance with poll/schedule; provides hardware/software inventory, configurations and events/incidents to Configuration Management Database/Service Support.  Database servers’ hardware and Operating System software are supported and maintained by existing Land Warrior Network (LandWarNet) Network Operations Architecture capabilities such as:  Systems Management, Anti-Virus, Host Intrusion Detection System/Host Intrusion Prevention System, Back-up and Recovery, etc.
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The Army reference model for The Army Enterprise Network Operations (NetOps) known as the Army LandWarNet NetOps Architecture (LNA) provides an objective target for how NetOps will be managed across the Army Enterprise Infostructure (AEI).
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NETCOM/9th Signal Command has the responsibility to ensure all NetOps tools are compliant to the LNA prior to providing approval for the Army to acquire, field or connect to the Army Enterprise.  NetOps tools are considered those products utilized on or for the LandWarNet which monitor, manage, coordinate, and control the networked devices within the Army Enterprise Infostructure. NetOps tools securely manage, operate and maintain the network; they are not the network devices or elements themselves.  
It is essential that each new NetOps tool be assessed to verify/validate compliance to the LNA prior to receiving a Certificate of Networthiness (CoN) as outlined in AR 25-1, 6-3 “Appropriate architecture to include the LandWarNet NetOps Architecture (LNA), (formerly referred to as the Army Enterprise NetOps Integrated Architecture (AENIA)), and systems design are incorporated into the overall Networthiness process to ensure that new systems or their capabilities will not adversely impact the AEI”.  

Compliance generally refers to the measurement of a NetOps tool in meeting the Army LNA Functional Key Performance Parameters (KPP) and Interoperability requirements and standards.  The core of the LNA Compliance process is the initial product assessment “mapping” to the LNA Capabilities, the validation of the products functional capabilities and data flow interaction with other LNA Capabilities within the LNA. This requires an overall assessment to include (but not limited to) violations to the architecture and comparison of capabilities to existing and approved NetOps products.
It is the intent of the Army that all future NetOps tools utilized on the LandWarNet which monitor, manage, coordinate, and control the Army Enterprise Infostructure complies with the LNA prior to being fielded and integrated within the Army Enterprise. 

In an effort to provide Army Organizations and Industry awareness of the LNA Functional and Interoperability Requirements, NETCOM/9th Signal Command developed a Database Element Manager Compliance Checklist for this LNA capability.

Industry is encouraged to utilize this checklist to perform a “self-assessment” of their NetOps products to ensure compliance with the LNA requirements.  Some products may “map” to more than one LNA capability.  Checklists for each associated LNA capability should be addressed.
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After selecting a NetOps tool for acquisition, Army Requiring Activities should obtain from the vendor, completed checklist(s) for LNA capabilities to which the selected NetOps tool maps.  The completed checklist(s) is the vendor’s assessment of the product compliance to the LNA and will be viewed as the vendor’s certification of their products compliance to the Army LNA functional and interoperability requirements.

Army Requiring Activities should submit vendor completed checklist(s) and supporting documentation (reference instructions located in LNA Checklist regarding supporting documentation requirements) to the LNA Compliance Team compliance.team@conus.army.mil.  Because checklist evaluation and validation is time consuming, checklists should be submitted as early as possibly, preferably prior to, but no later than when Certificate of Networthiness paperwork is submitted to NETCOM 9th Signal Command for this NetOps tool.  It should be emphasized that NetOps tools will not be granted a CoN until an LNA Compliance review has been completed.  Therefore, timely submission is critical to streamline the process.
It is imperative that vendors provide access to referenced supporting documentation directly relating each system Function or Interoperability Requirements listed on the checklist(s).  In order for the LNA Compliance Team to successfully validate compliance, supporting documentation referenced should substantiate the specific Functional or Interoperability requirement outlined.  The LNA Compliance Team will not search through vendor documentation in an effort to substantiate products compliance.  Checklist(s) received without access to referenced documentation will be returned and not evaluated.

Note:  These checklists are for NETCOM/9th Signal Command internal use only and any final assessment will not be distributed or returned.
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